1. Click the Wireless bars to bring up Available Connections Pop-up.

2. Click on “Open Network and Sharing Center”

3. Click on “Manage wireless networks”
Click “Add”

4. Choose “Manually create a network profile”
5. Enter the following information in the screen provided and click **Next**

**Network Name:** MSSM-green

**Security Type:** WPA2-Enterprise

**Encryption Type:** AES

6. Select “**Change connection settings**”
7. Select the “Security” tab

8. Next to Microsoft: Protected EAP (PEAP) dropdown click the “Settings” button
9. Follow these steps
   a. Make sure “Validate server certificate” is checked
   b. Check “Connect to these servers”
      i. Enter: “acs1.mountsinai.org; acs2.mountsinai.org” in the textbox (without the quotes)
   c. Check “Equifax Secure Certificate Authority” under Trusted Root Certification Authorities

10. Click the “Configure” button next to “Secured password (EAP-MSCHAP v2)”

11. Uncheck “Automatically use my Windows logon name and passowrd (and domain if any)”

12. Click “OK” until you are back to your desktop
13. You will see a Pop-Up (See below)….Click it

14. Enter your credentials as follows:
   - **Username**: MSSMCAMPUS, USERNAME
   - **Password**: Active Directory Password

15. Click “OK” and you should connect within a few seconds.